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Part 1 Reading Comprehension

Answer questions (1) — (8) based on the following article. (Ag5.80/%)
Privacy vs Convenience

We all value our privacy. The thought of strangers entering our home, following our
every step, and observing what we do twenty-four hours a day would fill most of us with
disgust. Such a society would remind us of George Orwell’s novel Nineteen Eighty-Four
in which OWinston Smith is under the constant gaze of Big Brother. Surely, in a

democratic society, because people value their privacy so much, they would not tolerate or
facilitate invasions of their privacy by a repressive state or individual such as Big Brother.
However, our daily interaction with the Internet suggests that people value convenience
even more than privacy.

To access many services on the Internet we need to use a password that we have
created. If we were really concerned about our privacy we would think of passwords that
no one else (or no machine) could easily guess. So the fact that in 2012 the most popular
password was ‘password’ and the second most used was ‘123456’ [1] indicates that many
people prefer an easy-to-remember password to one that is complicated and safer, but
hard to remember. This is even true for more technically minded people. A leak of 100,000
users’ IEEE* website data revealed that the most common passwords were ‘123456° and
‘leee2012’ [1]. Many companies offer a feature called @‘two-factor authentication’ to

make logging into their online services more secure. However, according to the results of
a 2013 survey as many as 79% of Internet users had no knowledge of two-factor
authentication [2].

Many people now use online services known as Social Network Services or SNS. These
SNS are a wonderful and convenient way to keep in touch with family, friends and
contacts. However, it seems that people’s desire to share the details of their lives with
friends is more important than the risk that this data may get into the wrong hands.
Photographs of a wild teenage party may seem harmless now, but in the hands of a future
employer they could have negative consequences.

Even for people who take precautions to protect their privacy, accessing the Internet
can leave a digital trail that reveals their interests, health issues, politics, plans, and
friends. A recent article by the online technology website called Ars Technica
demonstrated that we unknowingly reveal a lot of information about ourselves when
connecting to the Internet [3]. Steve Henn, the technology correspondent for National
Public Radio (NPR), agreed to have his Internet activities monitored for one week by Ars
Technica. Although he took precautions not to reveal private information, there was
considerable leakage from his Internet-connected devices which allowed the monitors to
piece together a detailed picture of the reporter’s private life. At the end of the week, Mr.




Henn realized that anyone tracking his Internet usage “could actually know more about
my own past than I did” [3].

In the futuristic movie Minority Report made in 2002, as Tom Cruise’s character John
Anderton walks through the streets he is greeted by automatic advertisements that
recognise him. The existence of ‘cookies’, the small bits of code left by websites on your
hard disk, makes it possible for you to experience the Internet in much the same way that
John Anderton experiences life in 2054. Cookies keep a record of sites you have visited
and searches you have made. These cookies are an important component of your digital
trail. This trail allows websites that communicate with these cookies to tailor
advertisements to your own interests. However, according to a recent newspaper report,
more and more people are turning these cookies off [4]. Perhaps people are becoming
more aware that protecting one’s privacy might be more important than convenience.

* IEEE stands for ‘Institute of Electrical and Electronics Engineers’. The IEEE is the
world's largest professional association dedicated to advancing technological innovation.
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(77) a character in a book

(1) the title of a novel

(7) the author of Big Brother

() someone who watches Big Brother

ARIXDEZHIL people & privacy (ZOWT, EDINTEZTWH. UL TOERKEOF
NOELEEeHDE— OB, BB TEAL.

(7)) People think that online privacy is more important than offline privacy.
(f) In democracies, people should value convenience more than privacy.

(7) Even in democracies, people value privacy more than convenience.

(=) The way we use the Internet shows that we don’t value privacy that much.

THREER@ D ‘two-factor authentication’ &I MZ+E4 7>, LLTFOBEIRE O T LKL
w7t D — O, ;e TEZL.

(77) a complicated and difficult-to-remember password that online service
companies want their customers to use

(1) a method of making access to websites more secure

(7) an easy way to access online services that companies are trying to sell

(=) an online service that only 21% of Internet users use

ARIXDOFEFIL SNSIZIZEDIH RN HHEIRTNDD, LU OBIRE O S 551
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(7)) People can waste their time using SNS.

(f) SNS encourage unruly parties.

(7) People may share data that they will regret later in life.
(=) SNS make employers concerned about users’ privacy.



(5)

(6)

(7)

(8
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(7)) Tt showed that people know how to protect their private data when accessing
the Internet.

(f) It showed that people unintentionally disclose information about themselves
when accessing the Internet.

(7) It showed that Steve Henn leaked some sensitive information from the NPR
website.

(=) It showed that the technology correspondent for NPR had monitored the
Internet activities of Ars Technica reporters.
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(7) He is a journalist.

() He works for National Public Radio.

(7) His job is to monitor people’s Internet activities.

(=) He makes an effort to protect his online privacy.

(4) He let Ars Technica track his Internet activities for one week.
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(7) the past
(1) 2002

(7) the present
(=) 2054
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(7)) Cookies make it possible to see advertisements for products that interest you.

(1) Cookies allow companies to track everything that you do with your devices.

(7) Cookies prevent companies from writing code to your hard disk.

(=) Cookies make it possible for Tom Cruise to be personally greeted by street
advertisements.



Part 2 Questions about a Japanese Text

Answer questions (1) — (3) based on the following article. (g 40 &)
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Based on the article, mark each of the following statements as True (o) or False

().
(77) Having served as the president of a chess club does not demonstrate emergent
leadership.
(f) When applying to Google, having good grades at college is considered a
disadvantage.
(7) Fourteen per cent of Google employees have not received any college education.
(=) Having good programming skills is important for technical positions at Google.
(4) Google ranks intellectual humility higher than general cognitive ability.
According to the article, for each of the following terms, choose the best
description from (7) to ().
a) Y7hEDAF L
b) TTARDOENNE Sy
¢) EIRAIZRFRHRE
d) BB —F—
e) M
(e N5
(77) an ability to take a lead when your team faces a problem and continue staying
in the position with a strong sense of responsibility
(f) pride and confidence developed through educational experience at famous
universities
(7) being able to step in to lead when needed and willing to step back to let other
people lead
(=) general cognitive ability, including the ability to put together different kinds of
information
(%) personal qualities, such as motivation, leadership and flexibility, that are hard
to quantify
(#7) extensive knowledge in a discipline which people acquire through repeated
exposure
(%) abilities that can be easily quantified by such things as school grades and test
scores
(7) being able to fiercely defend your strongly held opinions




(3

Which of the following statements is NOT consistent with Laszlo Bock’s views
described (explicitly or implicitly) in this article? Choose the best answer.

)

(1)

()

(=)

Having a good academic record is not necessarily a bad thing if it reflects the
skills required by the job you are applying for. What is problematic is your belief
that all you need is a college degree because it guarantees the skills for any job.
Innovations have increasingly become a team effort. Therefore, it makes sense
for a company like Google to recruit its employees who have a set of soft skills
that cannot be easily predicted by their school records.

Education has become increasingly important in order to find a secure
high-paying job. Therefore, you should choose a university carefully and do your
best in order to earn the best grades possible.

When the ultimate objective of a team 1is to work cooperatively and solve
problems, who offers an idea is unimportant. What is important is to find the
best idea among various solutions. This is the reason why intellectual humility
becomes so important.



Part 3 Writing

Write one paragraph (about 100 words) in English explaining the advantages or
disadvantages of the Internet. (Ft. % 40 &)




Part 4 Writing

Write one paragraph (about 100 words) in English explaining what skills you have that
make you a suitable student for Future University Hakodate. (Fic /5. 40 £%)
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